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What does Resilience & Security do?

What my friends 

think I do

What my mother 

thinks I do

What my 

colleagues think I 

do

What the public 

thinks I do

What I think I do What I actually do
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The Resilience & Security journey

• Team was formed in October 2017, following a Ministry of Transport organisational review.

• Work programme built around a mix of legislative requirements, the Transport Outcomes Framework, 

and the 4Rs (reduction, readiness, response and recovery). 

• This is expressed through the Transport Resilience and Security Strategic Framework (more to follow).

• Seek to change the way we think about transport resilience and security. 

• Move away from predominantly focusing on reactionary responses to natural hazards. 

Reduction Readiness

ResponseRecovery
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We face a range of evolving challenges
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Traditional resilience challenges

• Costs of disruptions are high and growing

• Climate change - increased frequency and severity of extreme weather events

• Impacts on availability of infrastructure insurance and re-insurance

• Sector-level risk management framework (shared understanding of common risks)

• Lack of common data and knowledge across 4Rs in transport

• Clarity of roles and responsibilities across the transport system for resilience and security

• Issues of determining appropriate investment in 4Rs (e.g. major incidents)

Evolving resilience and security challenges

• The Christchurch terrorist attacks have changed how we think about New Zealand’s domestic security

• Emerging technologies are introducing new risks (and opportunities) into the transport system

• International experience is changing the way our partners approach transport security (e.g. vehicles as 
weapons, drones)

• COVID-19

• Increasing risk of concurrent events



Our place in the Transport Outcomes Framework
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Transport Resilience and Security Strategic Framework (2019)
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Reduction & Readiness 
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Work we lead (examples)

• Aviation Security Forums (+ developing Aviation Security System 

Strategy)

• Civil Aviation Bill

• Maritime Transport (Offshore Installations) Amendment Bill and rule 

amendments

• Unmanned aerial vehicles (drones)

• Development and implementation of the Maritime Security Strategy

Work we support (examples)

• Crowded Places Strategy

• Countering terrorism and violent extremism national strategy 

• Major Events (e.g. APEC, America’s Cup)

Reduction Readiness

ResponseRecovery





Response & Recovery

UNCLASSIFIED

Reduction Readiness

ResponseRecovery

Work we lead

• Transport Response Team (TRT)

• Currently activated for COVID-19 response (and recovery)

• Recently activated for Christchurch terrorist attacks, White Island, 

and some severe weather events.

Work we support (examples)

• Kaikōura earthquake response

• All of Government COVID-19 recovery



The Transport Response Team (TRT)
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• Led and coordinated by the Ministry of Transport. 

• Depending on the nature of the emergency, will include representation from our transport agency 

partners. 

• Purpose: to support the lead agency for an event with information, data, and advice about what is 

happening with the transport network. 

• Recent nationally significant events include: severe weather, the Kaikōura earthquake, the Refinery to 

Auckland pipeline failure, the Christchurch terrorist attacks, the Whakaari/White Island eruption, and 

COVID-19 (ongoing). 

• Evolving landscape: each of these events has slightly changed the way we think about resilience and 

security of the transport sector, and our role in national security.



We need you!

• Research is an enabler that underpins the Transport Resilience and Security Strategic Framework

We seek to build greater collaboration with the research sector in areas such as:

• Frameworks for understanding risk as a basis for investment and resourcing

• Value for money in transport security initiatives and policy proposals (measuring “security dividend” and 

the counterfactual)

• Challenges of qualitative monitoring, and problem definition

• Security implications of emerging technologies and trends for the transport system, including cyber 

security

• Understanding the role of public perception and social license in creating more secure and resilient 

transport networks 

• Offshore security and New Zealand’s role in managing “invisible” transport security threats

UNCLASSIFIED



Our questions for you
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These questions are about how we can interface with the research sector more generally

1. What recent or current research could we engage with you on?

2. How much does transport security factor into your/your colleagues’ research and concept of 

resilience within the transport sector?

3. Are there any opportunities coming up that we should be aware of?

4. What challenges do you face when working with teams like ours? How do you engage with 

other parts of government?

5. How can we support research that will support and strengthen resilience and security policy 

outcomes?

6. How could we think about our work and engagement with the research sector differently?

7. Where should we go to develop relationships across the sector (e.g. interfacing with 

longitudinal studies and collaborations)?




